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1 SOW a 76

Proposed Solution: OT Security Solution should be scalable, reliable 

and compliant to certification like ISA 62433 and should possess 

Threat detection capability.

ISA 62433 to be read as ISA 62443

2 SOW 3.e 78
System installed (Hardware and Software) at central should be in HA 

mode
No HA mode is required. System to be in standalone mode.

3 Phase 7 79 Operationalize the site and initiate 24x7 monitoring.
This will be override by section "Scope of Work: Operations". 

Operations will be from BYPL site in general shift.

4 SLA

Hardware SLA: 24x7, 4 hrs response, 8 hrs resolution

Software SLA: Any software bug or glitch which directly impact 

monitoring and operations should be resolved on TOP 

PRIORITY within one day. Any bud not impacting monitoring 

and operations should be takenup for proper RCA and 

resolution timeline to be provided within one week..
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